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us/submissions/Privacy- Act-Review-Issues-Paper-submission.pdf). These included a recommendation that obligations be 
introduced so that the collection of personal information by a relevant entity "must be fair and reasonable in the circumstances, 
even if the individual consents to the collection" (Recommendation 37). The OAIC also recommended clarification that the 
material scope of the Privacy Act 1988 (Cth) be extended to include "collection by 'creation', which may occur when information 
is created with reference to, or generated from, other information the entity holds" (Recommendation 7) and that individuals 
must be notified if the information is to be "anonymised and used for purposes other than those permitted for the initial 
collection" (Recommendation 9). The OAIC further recommends that organisations be put under a responsibility to "take 
reasonable steps to protect anonymised information from misuse, interference and loss, and from unauthorised access, 
modification or disclosure" (Recommendation 10).

It is not yet clear how responsibilities concerning 'fair and reasonable' processing are to be understood. Nor is it clear how any 
such responsibility intersects with consent as a mechanism for protecting consumers. Nor how far responsibilities regarding 
meaningful consent or 'fair and reasonable processing' extend to 'downstream' data use in aggregate, anonymised or derived 
form. How far may duty to process fairly and reasonably reach into, and through, the processing of data by an organisation? 
What might this mean in practice? To what extent are the obligations usefully conceived of as traditional fiduciary obligations? 
How do proposals for fiduciary obligations unpack in different scenarios?

A series of workshops considering distinct scenarios will explore approaches to balancing the elements of individual consent 
and fairness to protect citizens' reasonable expectations of privacy in data-driven transactions. At the end, we will be able to 
recommend practical pathways for legal innovation in India to support and inform law reform in Australia.

The opening workshop will unravel the theoretical underpinnings, leading to a possible standardised framework connected to 
fair and reasonable processing issues and the overarching framework of consent.

Consent, the lawful basis for processing personal data, is inadequate due to the imbalance between the data controller and the 
data subject. In fact, it isn't easy to map the different variants of consent – regular and explicit. As a support to the existing 
consent framework leading to the processing of personal data, jurisdictions have flagged the test of fairness. This test is tied up 
within the boundaries of the fiduciary relationship and ethical epistemology of fairness and reasonableness. This session aims 
to pave the roadmap ahead for a data controller and understand the true nature of data protection measures. In the process, the 
workshop will try to answer the following issues, amongst other pertinent discussions.

1. How responsibilities concerning 'fair and reasonable' processing are to be understood?

2. How such responsibility intersects with consent as a mechanism for protecting consumers?

3. To what extent are the obligations usefully conceived of as traditional fiduciary obligations?

4. Within an organisation, how far are responsibilities regarding meaningful consent or 'fair and reasonable
processing'  extend to 'downstream' uses of data in aggregate, anonymised or derived form?

5. How far may duty to process fairly and reasonably reach into, and through, the processing of data by an
organisation  to processing by another organisation?

“The discussions in this session will be undertaken by participants in their personal capacity, and in strictest confidence. The 
purpose of the discussions is to inform the research project. No recordings of the sessions will be made. Notes will be taken for 
the purposes of informing future research and subsequent workshops. Chatham House rules will be followed with no 
attribution of any comments to specific individuals or organisations.”
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